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Applicationspec.xml configures the destination server for Authentication and other services.

Set the PLATFORM_SERVER_PATH as the host id of the server where LWLicenseService/LWDataServices
are installed.

| ApplicationSpec.xml - Notepad } - a X

File Edit Format View Help
<APPSETTINGS>
<LICENSE_SERVER LICENSE_FILE_PATH="C:\LABWORKS\LWEXE67\"/>
<APPCONFIG REFRESH="TRUE"/>
<LSESSION6 LAUNCH_DELAYTIME="40"/>
<PLATFORM_SERVER_PATH PATH="[JTaGE" />
<Login_Page Flavor="Process"/>
</APPSETTINGS>

On the server make sure the ports for Labworks services are open.
Authentication, 10001, 10003, 10005

Other services, 9003, 8081, 8083, 9005, 9007
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| General I Programs and Services I Remote Computers
Protocols and Ports | Scope | Advanced | Local Principals | Remote Users

Protocols and ports
@' Protocol type: |TCF‘

Protocol number: ‘

Local port: |Speciﬁc Ports
10005, 10001, 10003
Example: 80, 443, 5000-5010
| &l Ports

Example: 80, 443, 3000-5010

Intemet Control Message Protocol

(ICMP) settings:
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Labworks Properties -

General | Programs and Services I Remote Computers
Protocols and Ports | Scope | Advanced | Local Principals | Remote Users

Profiles
~ Specify profiles to which this rule applies.

o [] Domain
Private
[] Public

Interface types

‘ Specify the interface types to which this

nule applies.

[

Edge traversal

s Edge traversal allows the computer to accept unsolicited

g inbound packets that have passed through an edge device
such as a Metwork Address Translation (MAT) router or
firewall.

Block edage traversal W

Prevent applications from receiving unsolicited traffic from
the Intemet through a MAT edge device.

oK || Cancel Apply

Testing the connection.

Run the program LWDesktop_Dotnet.exe

If the login prompt doesn’t display, then wait 60 seconds for the application to time out and prompt to

re-connect.

LABWORKS Us%Logon

Unable to conned to authentication servicet.
! Do you want to re-try?

Yes Mo
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The c:\labworks\client\logs folder will contain the error message.

« v A | > ThisPC > Windows (C) > Labworks » Client

B SharePoint

v M This PC
» 3D Objects
= Desktop

Documents

4 Downloads

Example Error message

[y
O Name

Date modified

App_lmages
[0 App_Reports
LOGS
Q) ACCREPS.EXE
] Accrpsetb.exe
A ADD_EDIT_DELETE ANALYSIS CODES 24.ico

KULABWORKS

511 KB
503 KB
3KB

LWErrorLog XML - Notepad

File Edit Format View Help
<LWERROR Version="6.7.0.169">
<ERROR>

<SecuritylLevel>HIGH</Securitylevel>
<LogType>PLATFORM</LogType>
<UserID>@</UserID>

<ErrorDescription>Unable to connect to the authentication service7. Could not connect to net.tcp://paf-test-
2012:10005/LWAuthenticationervice. The connection attempt lasted for a time span of 00:00:21.0019604. TCP error code 1@06@: A connection
attempt failed because the connected party did not properly respond after a period of time, or established connection failed because
connected host has failed to respond 192.168.235.132:10@05. </ErrorDescription>

<ErrorDateTime>2/27/2018 6:26:04 PM</ErrorDateTime>

This example error message was created by locking down the port on the firewall. The same message is
generated when the services aren’t running.

When configuration and firewall is correct, valid connections are as follows

Showing Connections.

NetStat -a -b

TCP 192.168.235.132:10001 PAF-DEV03:59030

[LWLicenseServices64.exe]

TCP 192.168.235.132:10003 PAF-DEV03:59031

[LWLicenseServices64.exe]

TCP 192.168.235.132:10005 PAF-DEV03:59029

[LWLicenseServices64.exe]

ESTABLISHED

ESTABLISHED

ESTABLISHED
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